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KPMG Law Rechtsanwaltsgesellschaf t mbH (KPMG LAW), associated with KPMG AG 

Wirtschaf tsprüfungsgesellschaf t, attached to a member of  the KPMG network of  independent member 

f irms (“KPMG International”), has implemented the requirements set forth under the European General 

Data Protection Regulation (EU GDPR) and other legal requirements relating to the protection of  per- 

sonal data. In particular, technical and organisational security measures have been implemented, which 

correspond with the current security standards. 

 

Using the following data protection notices we would like to provide you with some information about 

the processing of  personal data by KPMG LAW in the course of  our general business activities and for 
the purpose of  providing services as part of  our audit engagement, and we will also provide you with 

more information about data subject rights: 

 
 
 

1. Who is responsible for data processing? 

KPMG Law Rechtsanwaltsgesellschaf t mbH 

Theodor-Heuss-Str. 5 
70174 Stuttgart 

Phone: +49 711 781923-400 

Fax: +49 711 781923-455 

E-Mail: information@kpmg-law.com 
 
 

 
2. How can I contact the data protection officer? 

Either using the postal address set out under 1. or by email (address: de- 

datenschutz@kpmg.com). 

 
 

3. Which personal data do we process? 

The term "personal data" in this document is taken to mean personal data within the meaning of  

Art. 4 no. 1 EU GDPR. This is any information that relates to a (natural) person and using which 
this person could be directly or indirectly identif ied.  

 

As part of  our general business activities and for the purpose of  providing services to our clients, 

alongside contact details such as names, addresses, telephone numbers and email addresses 

we also process information such as bank and payment details, additionally further details on 

personal and professional relationships are also processed where these are relevant for the ser- 

vice performance. 

 
In many cases it is not always possible or it is sometimes unreasonable to anonymise or pseu- 

donymise data when carrying out our business activities. Moreover, owing to statutory and pro - 

fessional requirements we are obliged to process certain personal data regarding an individual,  

e.g. to implement our obligations pursuant to the German Anti-Money Laundering Act [GwG] and 

our professional independence requirements. 
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4. For what purpose do we process personal data and on what legal  basis? 

As a law f irm we process personal data as part of  our general business activities and for the 

purpose of  providing law and consulting services to our clients. (§ 3 Bundesrechtsanwaltsordnung 
- BRAO) based on the legal bases listed hereinaf ter:  

 
a) Data subject consent (Art. 6 (1) sentence 1 letter a), Art. 7 EU GDPR) 

 
For certain professional services (e.g. tax advisory for employees seconded abroad) and 

activities pertaining to our general business activities (e.g. KPMG LAW newsletters) KPMG 

LAW processes the personal data on the basis of  the informed consent of  the data subject, 
which has been expressly provided by the data subjects  concerned. 

 
b) Fulfillment of contractual obligations (Art. 6 (1) sentence 1 letter b) EU GDPR) 

 
The processing of  personal data takes place to execute a contract or when a contractual 

relationship is initiated with a natural person. The scope and particulars of  the data pro - 

cessing can be found in the respective contract and where appropriate in the corresponding 

engagement terms. 

 
c ) Compliance with legal requirements (Art. 6 (1) sentence 1 letter c) EU GDPR) 

 
As a law f irm KPMG LAW is subject to statutory requirements which can lead to an obliga- 

tion to process personal data (e.g. BRAO, German Anti-Money Laundering Act). Based on 

these requirements, KPMG LAW is obliged in particular to properly retain and document all 

of  the services it provides, and archives documents and work results in appropriate IT sys- 

tems and, if  necessary, also in hardcopy. In order to ensure our independence required in 

compliance with the rules of  professional conduct, when entering into an engagement we 
conduct a check for any possible conf lict of  interest in the course of  which personal contact 

data is also processed. 

 
d) Fulfillment of legitimate interests (Art. 6 (1) letter f) EU GDPR) 

 
As part of  its general business operations and for the purpose of  providing services to our 

clients, KPMG LAW processes personal data based on a balancing of  interests, provided 
that the legitimate interests of  the data subjects do not outweigh this. In this case, KPMG 

LAW's specif ic interest largely lies in the fulf illment of  our contractual obligations towards 

our clients. KPMG LAW generally only processes personal data that is made available by 

clients to the extent that this is also actually required for the service performance.  

 

In order to safeguard the legitimate interests of  data subjects impacted by the data pro - 

cessing carried out by KPMG LAW, KPMG LAW, as an audit f irm and an organisation 

subject to professional secrecy, is subject to binding statutory requirements under profes - 

sional rules of  conduct as well as professional oversight, and is obliged to provide all of  its 

services, along with the corresponding processing of  personal data, in an independent, 

diligent and conf idential manner. All KPMG LAW employees have received training on 
compliance with the statutory data protection requirements and are obliged to maintain 

conf identiality. KPMG LAW's technical and organisational measures to protect personal 

data have been certif ied in accordance with ISO 27001. 

 

The processing of  personal data in addition to the aforementioned purposes (e.g. for the 

optimization and quality assurance of  mandate processing  including training of  KPMG AI 

applications) is carried out by KPMG in accordance with Art. 6 (4) GDPR, unless this is based 

on other legal provisions or the consent of  the data subjects.  
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5. To whom are personal data disclosed? 

Personal data may be disclosed to the following recipients whilst still adhering to the statutory and 

professional duties of  conf identiality: 

• Member f irms of  the global KPMG network (KPMG International) in particular KPMG AG 

Wirtschaf tsprüfungsgesellschaf t. An overview of  all member f irms of  KPMG International 

and their locations can be found using the following  Link. 

• KPMG LAW subsidiaries or associates, e.g. KPMG IT Service GmbH, which operates 

and manages KPMG LAW-IT inf rastructure. 

• Where required, authorities, courts or other public bodies in Germany and  abroad. 

• Further IT service providers and other processors strictly only when required, e.g. hosting, 

cloud services, f ile deletion, archiving, specialist service providers (e.g. for tax advisory 

clients), public relations (e.g. sending of  newsletters, client information,  studies). 

By involving service providers in KPMG LAW's data processing processes, KPMG LAW's high 

standards of  data protection are contractually transferred to the service provider. For contract 

data processing pursuant to Article 28 EU GDPR, legally standardised data protection contracts 

are agreed. 

 
 
 

6. Will data be transferred to a third country or international organisation? 

The transfer of  personal data to countries outside of  the European Economic Area (EEA) can 

only take place where this is required for the management of  engagements, where consent has 

been provided and in order to comply with statutory requirements (e.g. checks for conf licts of  

interests in compliance with the rules of  professional conduct) or where processors are called in. 

 

Each member f irm of  KPMG International has undertaken to adhere to the minimum 

standards of  data protection. Their main obligations in this regard are contained in the KPMG 

Data Protection Guidelines and in the contractual clauses on data protection (Inter Firm Data 

Transfer Agreement - IFDTA) of  KPMG International. In particular, the IFDTA contains all 

modules of  the current EU standard contractual clauses published by the EU Commission on 

4 June 2021 pursuant to Art. 46 (2) lit. c DSGVO. The IFDTA accordingly binds all KPMG 
Member Firms worldwide to these clauses for non-EU/EEA data transfers. 

 

For service providers (including the usage of  cloud services) outside of the EEA the appropriate 
level of  data protection required pursuant to EU data protection law is ensured by complying with 

the requirements set forth under Art. 45 et seqq. EU GDPR, normally by agreeing EU model 

clauses within the meaning of  Art. 46 (2) letter c) EU GDPR. 

 
 
 

7. How long will the personal data be stored for? 

KPMG LAW stores personal data for as long as it is required for the performance of  the respective 
service relationship. This is subject to the statutory and/or professional retention obligations (e.g. 

ten years pursuant to §50 Abs. 1 S. 2 BRAO. 

 
 
 

8. What data protection rights do data subjects have? 

Data subjects are af forded rights of  access pursuant to Art. 15 EU GDPR regarding the pro - 

cessing of  their personal data by KPMG LAW (in the event that processing takes place this also 

extends to the purpose of  the processing, any possible recipients and the expected duration of  

the storage of  the data). Data subjects are also af forded rights to rectify incorrect data (Art. 16 

EU GDPR), erasure rights (Art. 17 EU GDPR), rights regarding restriction of  processing and the 

data portability of  the data compiled (Art. 18, 20 EU GDPR) and the right to object against the 

use of  their data for marketing purposes and due to a legitimate interest (Art. 21 EU GDPR). Any 

consent issued to KPMG LAW can be revoked at any time with future ef fect. In order to safeguard 

https://home.kpmg.com/xx/en/home/about/offices.html


Data Protection Data Protection 

Information | 5 

© 2024 KPMG Law Rechtsanwaltsgesellschaft mbH, associated with KPMG AG Wirtschaftsprüfungsgesellschaft, a corporation under German law and a member firm of the KPMG global 

organization of independent member firms affiliated with KPMG International Limited, a private English company limited by gua rantee. All rights reserved. The KPMG name and logo are 
trademarks used under license by the independent member firms of the KPMG global organization.    

 

 

these rights any data subject can contact the KPMG LAW data protection of f icer (see note 2). 

Furthermore, they also have the right to complain to a data protection supervisory authority. Data 

subjects can lodge their complaint with the competent data protection supervisory authority in 
their place of  residence or with any other data protection supervisory authority. The competent 

data protection supervisory authority for KPMG LAW is the Commissioner for Data Protection 

and Freedom of  Information in Baden-Württemberg. 


